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relating to transportation security, and for other purposes.

IN THE SENATE OF THE UNITED STATES

SEPTEMBER 27, 2017
TruNE (for himself, Mr. NELSON, Mr. BLUNT, and Ms. CANTWELL) in-
troduced the following bill; which was read twice and referred to the Com-
mittee on Commerce, Seience, and Transportation

A BILL

authorize the programs of the Transportation Security
Administration relating to transportation security, and
for other purposes.

Be it enacted by the Senate and House of Representa-
tives of the United States of America in Congress assembled,
SECTION 1. SHORT TITLE; TABLE OF CONTENTS; REFER-

ENCES.

(a) SHORT TITLE.—This Act may be cited as the

“T'SA Modernization Act”.

(b) TABLE OF CONTENTS.—The table of contents of

this Act 1s as follows:
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See. 2. Definitions.
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301. Title 49 amendments.
302. Table of contents of chapter 449.

3. Other laws; Intelligence Reform and Terrorism Prevention Aect of
2004.

304. Savings provisions.

(¢c) REFERENCES TO TITLE 49, UNITED STATES

CoDE.—Except as otherwise expressly provided, wherever

in this Act an amendment or repeal is expressed in terms

of an amendment to, or repeal of, a section or other provi-

sion, the reference shall be considered to be made to a

section or other provision of title 49, United States Code.

SEC. 2. DEFINITIONS.

In this Act:

(1)  ADMINISTRATOR.—The term ‘“‘Adminis-
trator’” means the Administrator of the T'SA.

(2)  APPROPRIATE COMMITTEES OF CON-

GRESS.—The term “appropriate committees of Con-

oress’” means—
(A) the Committee on Commerce, Science,
and Transportation of the Senate;
(B) the Committee on Homeland Security
and Governmental Affairs of the Senate; and
(C) the Committee on Homeland Security
of the House of Representatives.
(3) ASAC.—The term “ASAC” means the
Aviation Security Advisory Committee established

under section 44946 of title 49, United States Code.
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(4) SECRETARY.—The term ‘““Secretary’” means
the Secretary of Homeland Security.

(5) TSA.—The term “TSA” means the Trans-

portation Security Administration.

TITLE I—ORGANIZATION AND
AUTHORIZATIONS

SEC. 101. AUTHORIZATION OF APPROPRIATIONS.
Section 114(w) is amended to read as follows:

“(w) AUTHORIZATION OF APPROPRIATIONS.—There

are authorized to be appropriated to the Transportation
Security Administration for salaries, operations, and
maintenance of the Administration—

“(1) $7,810,196,000 for fiscal year 2018;

“(2) $7,849,247,000 for fiscal year 2019; and

“(3) $7,888,494,000 for fiscal year 2020.”.

SEC. 102. ADMINISTRATOR OF THE TRANSPORTATION SE-
CURITY ADMINISTRATION; FIVE-YEAR TERM.
(a) IN GENERAL.—Section 114, as amended by sec-
tion 101, 1s further amended—

(1) in subsection (a), by striking “Department
of Transportation” and inserting “Department of
Homeland Security’’;

(2) by amending subsection (b) to read as fol-
lows:

“(b) LEADERSHIP.—
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“(1) HEAD OF TRANSPORTATION SECURITY AD-
MINISTRATION.—

“(A) ApPOINTMENT.—The head of the Ad-
ministration shall be the Administrator of the
Transportation Security Administration (re-
ferred to in this section as the ‘Administrator’).
The Administrator shall be appointed by the
President, by and with the advice and consent
of the Senate.

“(B) QUALIFICATIONS.—The  Adminis-
trator must—

“(1) be a citizen of the United States;
and

“(i1) have experience in a field directly
related to transportation or security.

“(C) TErM.—Effective with respect to any
individual appointment by the President, by and
with the advice and consent of the Senate, after
August 1, 2017, the term of office of an indi-
vidual appointed as the Administrator shall be
D vears.

“(2) DEPUTY ADMINISTRATOR.—

“(A) APPOINTMENT.—There is established

in the Transportation Security Administration a

Deputy Administrator, who shall assist the Ad-
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ministrator in the management of the Trans-
portation Security Administration. The Deputy
Administrator shall be appointed by the Presi-
dent. The Deputy Administrator shall be Acting
Administrator during the absence or incapacity
of the Administrator or during a vacancy in the
office of Administrator.

“(B) QUALIFICATIONS.

The Deputy Ad-
ministrator must—
“(1) be a citizen of the United States;
and
“(i1) have experience in a field directly
related to transportation or security.”’;
(3) in subsections (¢) through (n), (p), (q), and
(r), by striking “Under Secretary’” each place it ap-
pears and inserting “Administrator”’; and
(4) by amending subsection (d) to read as fol-
lows:

“(d) FuncTiONs.—The Administrator shall be re-

20 sponsible for—

21
22
23

“(1) carrying out chapter 449, relating to civil
aviation security, and related research and develop-

ment activities;
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7
“(2) security in land-based transportation, in-
cluding railroad, highway, pipeline, public¢ transpor-
tation, and over-the-road bus; and
“(3) supporting the Coast Guard with maritime
security.”.

(b) TECHNICAL AND CONFORMING AMENDMENTS.

Section 114, as amended by subsection (a), is further
amended—
(1) in subsection (g)—
(A) in paragraph (1)—
(1) in the matter preceding subpara-
oraph (A), by striking “Subject to the di-
rection and control of the Secretary’” and
inserting ““‘Subject to the direction and
control of the Secretary of Homeland Se-
curity’’; and
(i1) in subparagraph (D), by inserting
“of Homeland Security’” after “‘Secretary’’;
and
(B) in paragraph (3), by inserting ‘‘of
Homeland Security’” after “Secretary’’;
(2) in subsection (3)(1)(D), by inserting ‘‘of
Homeland Security” after “Secretary’’;
(3) in subsection (k), by striking “‘functions

transferred, on or after the date of enactment of the
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8
Aviation and Transportation Security Act,” and in-
serting ‘“‘functions assigned’’;
(4) in subsection (1)(4)(B), by striking “Admin-

7 and inserting

istrator under subparagraph (A)
“Administrator of the Federal Aviation Administra-
tion under subparagraph (A)”;

(5) in subsection (n), by striking ‘“‘Department
of Transportation” and inserting ‘“Department of
Homeland Security’’;

(6) in subsection (o), by striking ‘“‘Department
of Transportation” and inserting ‘“Department of
Homeland Security”’;

(7) in subsection (p)(4), by striking ‘“Secretary
of Transportation” and inserting ‘Secretary of
Homeland Security”’;

(8) 1 subsection (s)—

(A) in paragraph (3)(B), by inserting )"
after “Act of 2007”; and
(B) in paragraph (4)—
(i) in the heading, by striking “SuUB-
MISSIONS OF PLANS TO CONGRESS” and
inserting “SUBMISSION OF PLANS";

(i1) by striking subparagraph (A);
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9
(1i1) by redesignating subparagraphs
(B) through (E) as subparagraphs (A)
through (D), respectively;
(iv) in subparagraph (A), as redesig-
nated—

(I) in the heading, by striking
“SUBSEQUENT VERSIONS” and insert-
ing “IN GENERAL"; and

(IT) by striking “After December
31, 2015, the” and inserting “The”;
and
(v) in subparagraph (B)(i)(1II)(cc),

as redesignated, by striking “for the De-
partment” and inserting “for the Depart-
ment of Homeland Security”’;
(9) by redesignating subsections (u), (v), and
(w) as subsections (t), (u), and (v), respectively;
(10) in subsection (t), as redesignated—
(A) in paragraph (1)—
(1) by striking subparagraph (D); and
(ii) by redesignating subparagraph
(E) as subparagraph (D);
(B) in paragraph (2), by inserting ‘‘of
Homeland Security’” after “Secretary’’;

(C) in paragraph (4)(B)—
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(i) by inserting “of Homeland Secu-
rity”” after “‘Department’; and
(ii) by inserting “‘of Homeland Secu-
rity’” after “Secretary’’;
(D) by amending paragraph (6) to read as
follows:

“(6) ANNUAL REPORT ON PLAN.—The Sec-
retary of Homeland Security shall annually submit
to the appropriate congressional committees a report
containing the Plan.”; and

(E) in paragraphs (7) and (8), by inserting

“of Homeland Security” after “Secretary’’; and

(11) in subsection (u), as redesignated

(A) in paragraph (1)—
(1) in subparagraph (B), by inserting
“or the Administrator” after ‘“‘Secretary of
Homeland Security”’; and
(i1) in subparagraph (C)(ii), by strik-
ing “Secretary’s designee” and inserting
“Secretary of Defense’s designee’’;
(B) in subparagraphs (B), (C), (D), and
(E) of paragraph (3), by inserting “‘of IHome-
land Security” after ‘“Secretary” each place it

appears;

*S 1872 IS
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1 (C) in paragraph (4)(A), by inserting “‘of
2 Homeland Security” after ‘“Secretary’’;

3 (D) in paragraph (5), by inserting ‘of
4 Homeland Security’” after ““Secretary’”’; and

5 (E) in paragraph (7)—

6 (i) in subparagraph (A), by striking
7 “Not later than December 31, 2008, and
8 annually thereafter, the Secretary” and in-
9 serting “The Secretary of Homeland Secu-
10 rity shall”’; and
11 (i1) by striking subparagraph (D).
12 (¢) EXECUTIVE SCHEDULE.—
13 (1) ADMINISTRATOR OF TIHE TSA.—
14 (A) POSITIONS AT LEVEL II.—Section
15 5313 of title 5, United States Code, is amended
16 by inserting after the item relating to the
17 Under Secretary of Homeland Security for
18 Management the following:
19 “Administrator of the Transportation Security Ad-

20 ministration.”.

21 (B) BoNus ELIGIBILITY.—Section
22 101(¢)(2) of the Awiation and Transportation
23 Security Act (5 U.S.C. 5313 note) is amend-
24 ed—

*S 1872 IS



O o0 N N Bk W =

p—
e

12
13
14
15
16
17
18
19
20
21
22
23
24

12

" and

(i) by striking “Under Secretary’
inserting “‘Administrator of the Transpor-
tation Security Administration”; and

(i1) by inserting “‘of Homeland Secu-
rity”” after “Secretary’’.

(2) DEPUTY ADMINISTRATOR OF THE TSA.—
Section 5315 of title 5, United States Code, is
amended by inserting after the item relating to the
Deputy Administrator, Federal Aviation Administra-
tion the following:

“Deputy Administrator, Transportation Security Ad-

ministration.”’.

SEC. 103. TRANSPORTATION SECURITY ADMINISTRATION

ORGANIZATION.

Section 114, as amended by sections 101 and 102,

i1s further amended by adding at the end the following:

“(w) LEADERSHIP AND ORGANIZATION.—

“(1) IN GENERAL.—For each of the areas de-
scribed in paragraph (2), the Administrator of the
Transportation Security Administration shall ap-
point at least 1 individual who shall—

“(A) report directly to the Administrator
or the Administrator’s designated direct report;

and
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“(B) be responsible and accountable for
that area.

“(2) AREAS DESCRIBED.—The areas described

in this paragraph are as follows:

“(A) Awviation security operations and
training, including risk-based, adaptive security
focused on airport checkpoint and baggage
screening operations, cargo inspections, work-
force training and development programs, and
other specialized programs designed to secure
air transportation.

“(B) Surface transportation security oper-
ations and training, including risk-based, adapt-
ive security focused on accomplishing security
systems assessments, reviewing and prioritizing
projects for appropriated surface transportation
security grants, operator compliance with vol-
untary industry standards, workforce training
and development programs, and other special-
ized programs designed to secure surface trans-
portation.

“(C) Security policy and industry engage-
ment and planning, including the development,
interpretation, promotion, and oversight of a

unified effort regarding risk-based, risk-reduc-
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ing security policies and plans (including stra-
tegic planning for future contingencies and se-
curity challenges) between government and
transportation stakeholders, including airports,
domestic and international airlines, general
aviation, air cargo, mass transit and passenger
rail, freight rail, pipeline, highway and motor
carriers, and maritime.

“(D) International strategy and oper-
ations, including agency efforts to work with
international partners to secure the global
transportation network.

“(E) Trusted and registered traveler pro-
orams, including the management and mar-
keting of the agency’s trusted traveler initia-
tives, including the PreCheck Program, and co-
ordination with trusted traveler programs of
other Department of Homeland Security agen-
cies and the private sector.

“(F) Technology acquisition and deploy-
ment, including the oversight, development,
testing, evaluation, acquisition, deployment, and
maintenance of security technology and other

acquisition programs.
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“(G) Inspection and compliance, including
the integrity, efficiency and effectiveness of the
agency’s workforce, operations, and programs
through objective audits, covert testing, inspec-
tions, ecriminal investigations, and regulatory
compliance.

“(H) Civil rights, liberties, and traveler en-
cagement, including ensuring that agency em-
ployees and the traveling public are treated in
a fair and lawful manner consistent with federal
laws and regulations protecting privacy and
prohibiting diserimination and reprisal.

“(I) Legislative and public affairs, includ-
ing communication and engagement with inter-
nal and external audiences in a timely, accu-
rate, and transparent manner, and development
and 1mplementation of strategies within the
agency to achieve congressional approval or au-
thorization of agency programs and policies.

“(3) NOTIFICATION.—The Administrator shall

transmit to the appropriate committees of Con-

oTess—

*S 1872 IS
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list of the names of the individuals appointed
under paragraph (1); and
“(B) an update of the list not later than
5 days after any new individual is appointed
under paragraph (1).”.
SEC. 104. TRANSMITTALS TO CONGRESS.

With regard to each report, legislative proposal, or
other communication of the Executive Branch related to
the TSA and required to be submitted to Congress or the
appropriate committees of Congress, the Administrator
shall transmit such communication directly to the appro-
priate committees of Congress.

TITLE II—AVIATION SECURITY
Subtitle A—Security Technology
SEC. 211. THIRD PARTY TESTING AND EVALUATION OF

SCREENING TECHNOLOGY.

(a) IN GENERAL.—In carrying out the responsibil-
ities under section 114(e)(1), the Administrator shall de-
velop and implement, not later than 1 year after the date
of enactment of this Act, a program to enable a vendor
of related screening technology to obtain testing and
verification, including as an alternative to the TSA’s test
and evaluation process, by an appropriate third party, of
such technology before acquisition or deployment.

(b) DETECTION TESTING.—
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(1) IN GENERAL.—The third party testing and
verification program authorized under subsection (a)
shall include detection testing to evaluate the per-
formance of the security technology system regard-
ing the probability of detection, the probability of
false alarm, and such other indicators that the sys-
tem is able to meet the TSA’s mission needs.

(2) COORDINATION WITH FINAL QUALIFICATION

PROCESSES.—To the extent practicable, but without

compromising the integrity of the TSA test and eval-
uation process, the Administrator shall coordinate
the third party detection testing under paragraph
(1) with subsequent final Federal Government quali-
fication processes.

(3) REsuLTs.—The results of the third party
detection testing under paragraph (1) shall be con-
sidered final if the results are approved by the Ad-
ministration in accordance with approval standards
developed by the Administrator.

To the ex-

(4) INTERNATIONAL STANDARDS.
tent practicable and permissible under law, the Ad-
ministrator shall—

(A) share detection testing information
and standards with appropriate international

partners; and

*S 1872 IS
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(B) coordinate with the appropriate inter-
national partners to harmonize TSA testing and
evaluation with relevant international standards
to maximize the capability to detect explosives
and other threats.

(¢) OPERATIONAL TESTING.—

(1) IN GENERAL.—Subject to paragraph (2),
the third party testing and verification program au-
thorized under subsection (a) shall include oper-
ational testing.

(2) LiMITATION.—Third party operational test-
ing under paragraph (1) may not exceed 1 year.

(d) ALTERNATIVE.—Third party testing under sub-
section (a) shall replace as an alternative, at the discretion
of the Administrator, the testing at the Transportation
Systems Integration Facility, including operational testing
for—

(1) health and safety factors;

(2) operator interface;

(3) human factors;

(4) environmental factors;

(5) throughput; and

(6) baggage handling systems.
(e) TESTING AND VERIFICATION FRAMEWORK.—

(1) IN GENERAL.—The Administrator shall—

*S 1872 IS



O o0 N N W BB W

O TN NG I N T NG I NG R NS R N e T e e T e T e T T
[ T NG U N N = = N Re - BN B e ) W ) LR ~S O I NO R e

19
(A) establish a framework for the third

party testing and for verifying a security tech-
nology 1s operationally effective and able to
meet the TSA’s mission needs before it may
enter or re-enter, as applicable, the operational
context at an airport or other transportation fa-
cility; and

(B) use phased implementation to allow
the TSA and the third party to establish best
practices.

(2) RECOMMENDATIONS.—The Administrator

shall request ASAC’s Security Technology Sub-
committee, in consultation with representatives of
the security manufacturers industry, to develop and
submit to the Administrator recommendations for
the third party testing and verification framework.
(f) FIELD TESTING.—The Administrator shall
prioritize the field testing and evaluation of security tech-
nology and equipment at airports and on site at security
technology manufacturers whenever possible as an alter-
native to the Transportation Systems Integration Facility.
SEC. 212. RECIPROCAL RECOGNITION OF SECURITY STAND-
ARDS.
(a) IN GENERAL.—The Administrator, in coordina-

tion with the European Civil Aviation Conference and Ca-
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nadian Air Transport Security Authority, shall develop a
validation process for the reciprocal recognition of security
equipment technology approvals among international secu-
rity partners or recognized certification authorities for de-
ployment.

(b) REQUIREMENT.—The validation process shall en-
sure that the certification process of each participating
international security partner or recognized certification
authority complies with T'SA security standards.

SEC. 213. TRANSPORTATION SECURITY LABORATORY.

(a) IN GENERAL.—The Secretary, acting through the
Administrator, shall administer the Transportation Secu-
rity Liaboratory.

(b) PERIODIC REVIEWS.—The Administrator shall

review the screening technology test and evaluation proc-
ess conducted at the Transportation Security Laboratory
to improve the coordination, collaboration, and commu-
nication between the Transportation Security Laboratory
and the Office of Acquisition Program Management at the
TSA to identify factors contributing to acquisition ineffi-
ciencies, develop strategies to reduce acquisition inefficien-
cies, facilitate more expeditious initiation and completion
of testing, and identify how laboratory practices can better

support acquisition decisions.
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1 SEC. 214. INNOVATION TASK FORCE.
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an innovation task force

(a) IN GENERAL.—The Administrator shall establish

(1) to cultivate innovations in aviation security;

(2) to develop and recommend how to prioritize
and streamline requirements for new approaches to
aviation security;

(3) to accelerate the development and introduc-
tion of new innovative aviation security technologies
and improvements to aviation security operations;
and

(4) to provide industry with access to the air-
port environment during the technology development
and assessment process to demonstrate the tech-
nology and to collect data to understand and refine
technical operations and human factor issues.

(b) AcTiviTiES.—The task force shall—

(1) conduct activities to identify and develop an
imnovative technology, emerging security capability,
or process designed to enhance aviation security, in-
cluding—

(A) by conducting a field demonstration of
such a technology, capability, or process in the

airport environment;
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(B) by gathering performance data from
such a demonstration to inform the acquisition
process; and

(C) by enabling a small business with an
innovative technology or emerging security ca-
pability, but less than adequate resources, to
participate in such a demonstration;

(2) conduct at least quarterly collaboration
meetings with industry, including air carriers, air-
port operators, and other aviation security stake-
holders to highlicht and discuss best practices on in-
novative security operations and technology evalua-
tion and deployment; and

(3) submit to the appropriate committees of
Congress an annual report on the effectiveness of
key performance data from task force-sponsored
projects and checkpoint enhancements.

(¢) COMPOSITION.—

(1) APPOINTMENT.—The Administrator, in con-
sultation with the Chairperson of ASAC shall ap-
point the members of the task force.

(2) CHAIRPERSON.—The task force shall be
chaired by the Administrator’s designee.

(3) REPRESENTATION.—The task force shall be

comprised of representatives of—
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(A) the relevant offices of the T'SA;

(B) if considered appropriate by the Ad-
ministrator, the Science and Technology Direc-
torate of the Department of Homeland Secu-
rity;

(C) any other component of the Depart-
ment of Homeland Security that the Adminis-
trator considers appropriate; and

(D) such industry representatives as the
Administrator considers appropriate.

(d) RuLE OF CONSTRUCTION.—Nothing in this sec-
tion shall be construed to require the acquisition or deploy-
ment of an innovative technology, emerging security capa-
bility, or process identified, developed, or recommended
under this section.

(¢) NONAPPLICABILITY OF FACA.—The Federal Ad-
visory Committee Act (5 U.S.C. App.) shall not apply to
the task force established under this section.

SEC. 215. 5-YEAR TECHNOLOGY INVESTMENT PLAN UP-
DATE.

Section 1611(g) of the Homeland Security Act of
2002 (6 U.S.C. 563(g2)) is amended—

(1) by striking the matter preceding paragraph

(1) and inserting “The Administrator shall, in col-

laboration with relevant industry and government
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| stakeholders, annually submit to Congress in an ap-

2 pendix to the budget request and publish in an un-

3 classified format in the public domain—"";

4 (2) in paragraph (1), by striking ““; and” and

5 inserting a semicolon;

6 (3) in paragraph (2), by striking the period and

7 inserting “‘; and’’; and

8 (4) by adding at the end the following:

9 “(3) information about acquisitions completed
10 during the fiscal year preceding the fiscal year dur-
11 ing which the report is submitted.”.

12 SEC. 216. BIOMETRICS EXPANSION.
13 Not later than 270 days after the date of enactment

14 of this Act, the Administrator, in coordination with the

15 Commissioner of Customs and Border Protection, shall—

16 (1) assess the operational and security impact
17 of using biometric technology to identify passengers;
18 (2) facilitate, if appropriate, the deployment of
19 such biometric technology at checkpoints, screening
20 lanes, bag drop and boarding areas, and other areas
21 where such deployment would enhance security and
22 facilitate passenger movement; and

23 (3) submit to the appropriate committees of
24 Congress a report on the assessment under para-
25 oraph (1) and deployment under paragraph (2).
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SEC. 217. PILOT PROGRAM FOR AUTOMATED EXIT LANE

TECHNOLOGY.

(a) IN GENERAL.—Not later than 90 days after the
date of enactment of this Act, the Administrator shall es-
tablish a pilot program to implement and evaluate the use
of automated exit lane technology at small hub airports
and nonhub airports (as those terms are defined in section
40102 of title 49, United States Code).

(b) PARTNERSHIP.—The Administrator shall carry
out the pilot program in partnership with the applicable
airport directors.

(¢) CosT SHARE.—The Federal share of the cost of
the pilot program under this section shall not exceed 85
percent of the total cost of the program.

(d) AUTHORIZATION OF APPROPRIATIONS.—There is
authorized to be appropriated to carry out the pilot pro-
oram under this section $15,000,000 for each of fiscal
yvears 2018 through 2020.

(e) GAO REPORT.—Not later than 2 years after the
date of enactment of this Act, the Comptroller General
of the United States shall submit to the appropriate com-
mittees of Congress a report on the pilot program, includ-
ng—

(1) the level of airport interest and participa-

tion in the pilot program;
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(2) what return on investment, if any, was
achieved by each program participant; and
(3) recommendations regarding whether to ex-
pand or discontinue the pilot program.
SEC. 218. AUTHORIZATION OF APPROPRIATIONS; EXIT
LANE SECURITY.

There i1s authorized to be appropriated to carry out
section 44903(n)(1) of title 49, United States Code,
$77,000,000 for each of fiscal years 2018 through 2020.
SEC. 219. REAL-TIME SECURITY CHECKPOINT WAIT TIMES.

(a) IN GENERAL.—Not later than 18 months after
the date of enactment of this Act, the Administrator shall
make available to the public information on wait times at
each airport security checkpoint.

(b) REQUIREMENTS.—The information described in
subsection (a) shall be provided in real time via technology
and published—

(1) online; and
(2) n physical locations at the applicable air-
port terminal.

(¢) CONSIDERATIONS.—The Administrator shall

make the information deseribed in subsection (a) available
to the public in a manner that does not increase public

area security risks.
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(d) DEFINITION OF WAIT TiME.—In this section, the
term “‘wait time”” means the period beginning when a pas-
senger enters a queue for a screening checkpoint and end-
ing when the passenger has begun divestment of items re-
quiring screening at that checkpoint.

SEC. 220. GAO REPORT ON UNIVERSAL DEPLOYMENT OF
ADVANCED IMAGING TECHNOLOGIES.

(a) STUDY.—The Comptroller General of the United
States shall conduct a study of the cost to the TSA or
an airport to redesign, if necessary, airport security areas
to fully deploy advanced imaging technologies at each air-
port at which security screening operations are conducted

or overseen by the T'SA.

(b) COST ANALYSIS.—As a part of the study con-
ducted under subsection (a), the Comptroller General shall
identify the costs that would be incurred by the TSA or
the airport—

(1) to purchase the equipment and other assets
necessary to deploy advanced imaging technologies
at the airport;

(2) to install such equipment, including any re-
lated variant, and assets in the airport; and

(3) to maintain such equipment and assets.

(¢) REPORT.—Not later than 1 year after the date

of enactment of this Act, the Comptroller General shall
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submit to the appropriate committees of Congress a report
on the findings of the study under subsection (a).

Subtitle B—Public Area Security
SEC. 221. THIRD PARTY CANINES.

(a) IN GENERAL.—Not later than 120 days after the
date of enactment of this Act, to increase the supply of
canine teams for use by the TSA and aviation stake-
holders, the Administrator shall develop and issue stand-
ards that a third party explosives detection canine team
must satisfy to be certified for the screening of individuals
and property, including detection of explosive vapors
among individuals and articles of property, in public areas
of an airport under section 44901 of title 49, United
States Code.

(b) AGREEMENT.—Subject to subsections (c¢), (d),
and (e), not later than 180 days after the date of enact-
ment of this Act, the Administrator shall enter into an
agreement with at least 1 third party entity to test and
certify the capabilities of canine teams in accordance with
the standards under subsection (a).

(¢) EXPEDITED DEPLOYMENT.—In entering into an

agreement under subsection (b), the Secretary shall use
(1) the other transaction authority under sec-

tion 114(m) of title 49, United States Code; or
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(2) such other authority of the Secretary as the
Secretary considers appropriate to expedite the de-
ployment of additional canine teams.

(d) PrOCESs.—Before entering into an agreement

under subsection (b), the Administrator shall—

(1) evaluate and verify a third party entity’s
ability to effectively evaluate the capabilities of ca-
nine teams;

(2) designate at least 3 evaluation centers to
which vendors may send canine teams for testing
and certification by the third party entity; and

(3) periodically assess the program at evalua-
tion centers to ensure the proficiency of the canine
team beyond the initial testing and certification by
the third party entity.

(e) CONSULTATION.—To determine best practices for

the use of third party entities to test and certify the capa-
bilities of canine teams, the Administrator shall consult
with the following entities before entering into an agree-

ment under subsection (b):

(1) The Secretary of State.
(2) Non-profit organizations that train, certify,
and provide the services of canines for various pur-

poses.
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(f) OVERSIGHT.—The Administrator shall establish a
process to ensure appropriate oversight of the certification
program and compliance with the standards under sub-
section (a), including periodic audits of participating third
party entities.
(2) AUTHORIZATION.—
(1) TSA.—The Administrator shall develop and
implement a process for the TSA to procure third
party explosives detection canine teams certified

under this section.

(2) AVIATION STAKEHOLDERS.

(A) IN  GENERAL.—The Administrator
shall authorize an aviation stakeholder, under
the oversight of and in coordination with the
Federal Security Director at an applicable air-
port, to contract with, procure or purchase, and
deploy one or more third party explosives detec-
tion canine teams certified under this section to

augment public area security at that airport.

(B) APPLICABLE LARGE HUB AIRPORTS.
Notwithstanding any law to the contrary and
subject to the other provisions of this para-
oraph, an applicable large hub airport may pro-
vide a certified canine contracted with, or pro-

cured or purchased under subparagraph (A) on
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an in-kind basis to the TSA to be deployed as
a passenger screening canine at that airport un-
less the applicable large hub airport consents to

the use of that certified canine elsewhere.

(C) HANDLERS.—Not later than 30 days
before an applicable large hub airport begins
training a canine under subparagraph (B), the
airport shall notify the TSA of such training
and the Administrator shall assign a TSA ca-
nine handler to participate in the training with
that canine, as appropriate.

(D) LaMIiTATION.—The Administrator may
not reduce the staffing allocation model for an
applicable large hub airport based on that air-
port’s participation in canine testing and certifi-

cation under this paragraph.

(h) DEFINITIONS.—In this section:

(1) APPLICABLE LARGE HUB AIRPORT.—The
term “‘applicable large hub airport” means a large
hub airport (as defined in section 40102 of title 49,
United States Code) that has less than 100 percent

of the allocated passenger screening canine teams

staffed by the TSA.
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(2) AVIATION STAKEHOLDER.—The term ‘“‘avia-
tion stakeholder” includes an airport, airport oper-
ator, and air carrier.
SEC. 222. TRACKING AND MONITORING OF CANINE TRAIN-
ING AND TESTING.

Not later than 180 days after the date of enactment
of this Act, the Administrator shall use, to the extent prac-
ticable, a digital monitoring system for all training, test-
ing, and validation or certification of public and private
canine assets utilized by the TSA to facilitate improved
review, data analysis, and record keeping of canine testing
performance and program administration.

SEC. 223. VIPR TEAM STATISTICS.

(a) IN GENERAL.—Not later than 90 days after the
date of enactment of this Act, and annually thereafter,
the Administrator shall notify the appropriate committees
of Congress of the number of VIPR teams available for
deployment at transportation facilities, including—

(1) the number of VIPR team operations that
include explosive detection canine teams; and

(2) the distribution of VIPR team operations
deployed across different modes of transportation.

(b) ANNEX.—The notification under subsection (a)

may contain a classified annex.
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(¢) DEFINITION OF VIPR TEAM.—In this section,
the term “VIPR” means a Visible Intermodal Prevention
and Response team authorized under section 1303 of the
National Transit Systems Security Act of 2007 (6 U.S.C.
1112).

SEC. 224. PUBLIC AREA BEST PRACTICES.

(a) IN GENERAL.—The Administrator shall, in ac-
cordance with law and as received or developed, periodi-
cally submit to Federal Security Directors and appropriate
aviation security stakeholders information on any best
practices developed by the TSA or appropriate aviation
stakeholders related to protecting aviation infrastructure
from emerging threats to public spaces of transportation
venues.

(b) INFORMATION SHARING.—The Administrator

shall, in accordance with law:
(1) in coordination with the Office of the Direc-

tor of National Intelligence and industry partners,
implement improvements to the Air Domain Intel-
ligence and Analysis Center to encourage increased
participation from aviation stakeholders and enhance
covernment and industry aviation security informa-
tion sharing on aviation security threats, including

on cybersecurity threat awareness; and
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(2) expand and improve the City and Airport
Threat Assessment or similar program to public and
private aviation stakeholders to capture, quantify,
communicate, and apply applicable intelligence to in-
form airport mitigation measures, such as—

(A) quantifying levels of risk by airport
that can be used to determine risk-based secu-
rity mitigation measures at each location;

(B) determining random and surge em-
ployee inspection operations based on changing
levels of risk; and

(C) targeting any high-risk employee
oroups and specific points of risk within the
airport perimeter for such mitigation measures
as random inspections;

(3) continue to disseminate Transportation In-
tellicence Notes, tear-lines, and related intelligence
products to appropriate transportation security
stakeholders on a regular basis; and

(4) continue to conduct both regular routine
and threat-specific classified briefings between the
TSA and appropriate aviation and other transpor-
tation sector stakeholders on an individual or group
basis to provide greater information sharing between

public and private sectors.
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(¢) MAss NOTIFICATION.—The Administrator shall
encourage aviation security stakeholders to utilize mass
notification systems, including the Integrated Public Alert
Warning System of the Federal Emergency Management
Agency and social media platforms, to disseminate infor-
mation to transportation community employees, travelers,

and the general public, as appropriate.

(d) PuBLIC AWARENESS PROGRAMS.—The Secretary
of Homeland Security, in coordination with the Adminis-
trator, shall expand public programs of the Department
and the T'SA that increase security threat awareness, edu-
cation, and training to include transportation network
public area employees, ncluding airport and transpor-
tation vendors, local hotels, cab and limousine companies,
ridesharing companies, cleaning companies, gas station at-
tendants, cargo operators, and general aviation members.

(e) AVIATION EMPLOYEE VETTING.—The Adminis-
trator shall allow an air carrier, airport, or airport oper-
ator, in addition to any background check required for ini-
tial employment, to utilize the Federal Bureau of Inves-
tigation’s Rap Back Service and other vetting tools as ap-
propriate, including the No-Fly and Selectee lists, to get
immediate notification of any eriminal activity relating to

an employee with access to an airport or its perimeter,
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regardless of whether the employee is seeking access to
a public or secured area of the airport.
SEC. 225. LAW ENFORCEMENT OFFICER REIMBURSEMENT
PROGRAM.

(a) IN GENERAL.—In accordance with section
44903(c)(1) of title 49, United States Code, the Adminis-
trator shall increase the number of awards, and the total
funding amount of each award, under the Law Enforce-
ment Officer Reimbursement Program—

(1) to increase the presence of law enforcement
officers in the public areas of airports, including
baggage claim, ticket counters, and nearby roads;

(2) to increase the presence of law enforcement
officers at screening checkpoints;

(3) to reduce the response times of law enforce-
ment officers during security incidents; and

(4) to provide visible deterrents to potential ter-
rorists.

(b) COOPERATION BY ADMINISTRATOR.—In carrying
out subsection (a), the Administrator shall use the author-
ity provided to the Administrator under section 114(m)
of title 49, United States Code, that is the same authority
as 1s provided to the Administrator of the Federal Aviation

Administration under section 106(m) of that title.
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(¢) ADMINISTRATIVE BURDENS.—The Administrator
shall review the regulations and compliance policies related
to the Law Enforcement Officer Reimbursement Program
and, if necessary, revise such regulations and policies to
reduce any administrative burdens on applicants or recipi-
ents of such awards.

(d) AUTHORIZATION OF APPROPRIATIONS.—There is
authorized to be appropriated to carry out section
44901 (h) of title 49, United States Code, $55,000,000 for
each of fiscal years 2018 through 2020.

Subtitle C—Passenger and Cargo
Security
SEC. 231. PRECHECK PROGRAM.

(a) IN GENERAL.—Section 44919 is amended to read
as follows:

“§44919. PreCheck Program

“(a) IN GENERAL.—The Administrator of the Trans-
portation Security Administration shall continue to ad-
minister the PreCheck Program in accordance with section
109(a)(3) of the Aviation and Transportation Security Act
(49 U.S.C. 114 note).

“(b) EXPANSION.—Not later than 180 days after the
date of enactment of the T'SA Modernization Act, the Ad-
ministrator shall enter into an agreement, using other

transaction authority under section 114(m) of this title,
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with at least 2 private sector entities to increase the meth-
ods and capabilities available for the public to enroll in
the PreCheck Program.

“(¢) MINIMUM CAPABILITY REQUIREMENTS.—At

least 1 agreement under subsection (b) shall include the
following capabilities:
“(1) Start-to-finish secure online or mobile en-
rollment capability.
“(2) Vetting of an applicant by means other
than biometries, such as a risk assessment, if—
“(A) such means—
“(1) are evaluated and certified by the
Secretary of Homeland Security;
“(11) meet the definition of a qualified
anti-terrorism technology under section
865 of the Homeland Security Act of 2002
(6 U.S.C. 444); or
“(i11) are determined by the Adminis-
trator to provide a risk assessment that is
as effective as a fingerprint-based criminal
history records check conducted through
the Kederal Bureau of Investigation with
respect to identifying individuals who are

not qualified to participate 1in the
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PreCheck Program due to disqualifying

criminal history; and

“(B) with regard to private sector risk as-
sessments, the Secretary has certified that rea-
sonable procedures are in place with regard to
the accuracy, relevancy, and proper utilization
of information employed in such risk assess-

ments.

At

least 1 agreement under subsection (b) shall include the

following capabilities:

“(1) Start-to-finish secure online or mobile en-

rollment capability.

“(2) Vetting of an applicant by means of bio-

metries if the collection—

“(A) is comparable with the appropriate
and applicable standards developed by the Na-
tional Institute of Standards and Technology;
and

“(B) protects privacy and data security,
including that any personally identifiable infor-
mation is collected, retained, used, and shared
in a manner consistent with section 552a of

title 5, United States Code (commonly known
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1 as ‘Privacy Act of 1974’), and with agency reg-
2 ulations.

3 “(e) TARGET ENROLLMENT.—Subject to subsections
4 (b), (¢), and (d), the Administrator shall take actions to
5 expand the total number of individuals enrolled in the
6 PreCheck Program as follows:

7 “(1) 7,000,000 passengers before October 1,
8 2018.

9 “(2) 10,000,000 passengers before October 1,
10 2019.

11 “(3) 15,000,000 passengers before October 1,
12 2020.

13 “(f) MARKETING OF PRECHECK PROGRAM.—Not
14 later than 90 days after the date of enactment of the T'SA
15 Modernization Act, the Administrator shall—

16 “(1) enter into at least 2 agreements, using
17 other transaction authority under section 114(m) of
18 this title, to market the PreCheck Program; and

19 “(2) implement a long-term strategy for
20 partnering with the private sector to encourage en-
21 rollment in such program.
22 “(2) IDENTITY VERIFICATION ENHHANCEMENT.—The
23  Administrator shall—
24 “(1) coordinate with the heads of appropriate
25 components of the Department to leverage Depart-
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1 ment-held data and technologies to verify the iden-
2 tity and ecitizenship of individuals enrolling in the
3 PreCheck Program;

4 “(2) partner with the private sector to use bio-
5 metrics and authentication standards, such as rel-
6 evant standards developed by the National Institute
7 of Standards and Technology, to facilitate enroll-
8 ment in the program; and

9 “(3) consider leveraging the existing resources
10 and abilities of airports to collect fingerprints for
11 use 1n  background checks to expedite identity
12 verification.

13 “(h) PRECHECK PROGRAM LANES OPERATION.—
14 The Administrator shall—

15 “(1) ensure that PreCheck Program screening
16 lanes are open and available during peak and high-
17 volume travel times at appropriate airports to indi-
18 viduals enrolled in the PreCheck Program; and

19 “(2) make every practicable effort to provide
20 expedited screening at standard screening lanes dur-
21 ing times when PreCheck Program screening lanes
22 are closed to individuals enrolled in the program in
23 order to maintain operational efficiency.
24 “(1) VETTING FOR PRECHECK PROGRAM PARTICI-

25 PANTS.—The Administrator shall initiate an assessment
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